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I. INTRODUCTION

There have been increasing calls for the Federal Trade Commission ("FTC") and U.S. Department of Justice ("DOJ") to consider the potential loss of consumer privacy as a factor in their merger reviews and to challenge mergers of firms with large stores of personal data that otherwise pose no apparent competitive issues. These calls are unlikely to be successful. Standalone privacy concerns cannot be factored into the merger review process in a way that is consistent with the antitrust statutes and existing precedent. There are also good policy reasons against incorporating traditional privacy concerns into antitrust doctrine.

Nevertheless, in industries where firms differentiate themselves through their approaches to privacy, a merger could reduce the incentive of a merged entity to compete on this basis. A substantial lessening of this competition could be a basis on which to block a proposed transaction. Still, the number of transactions that will raise serious concerns about loss of privacy competition is likely to be very limited even in digital markets.

II. IS PRIVACY A RELEVANT CONSIDERATION IN COMPETITION LAW?

There remain many unanswered questions about the scope of the Sherman and Clayton Acts, but whether these statutes reach consumer protection concerns such as privacy is not one of them. The U.S. Supreme Court has made clear on numerous occasions that non-competition factors cannot be considered in antitrust analysis. The Court has explained that antitrust law is concerned with fostering vigorous competition, on the view that this will lead not only to the lowest prices, but also to the highest quality products and the greatest degree of innovation.

As far back as 1931, the Supreme Court held that standalone consumer protection concerns may not be addressed using competition law. In FTC v. Raladam Co., the Court held that a company’s deceptive advertisements for an obesity cure were beyond the FTC’s “unfair methods of competition” jurisdiction unless the FTC could show that there was a reduction in competition. This decision led Congress to pass the 1938 Wheeler-Lea Amendments to the FTC Act, which expanded the FTC’s jurisdiction to include “unfair or deceptive acts or practices.”

In a series of subsequent decisions, the Court reaffirmed that competition is the lodestar of antitrust analysis and that courts may not consider other factors. For example, in United States
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v. Philadelphia National Bank, the Court held that the effect upon competition is the sole criterion to determine whether a merger violates Section 7 and that consideration of other social or economic factors (there, the prospect of bringing more jobs to the merged entity’s home city) was improper.

Given the text of the antitrust statutes, no other result would be justified. Section 7 of the Clayton Act requires a showing that the effect of an “acquisition may be substantially to lessen competition,” Sections 1 and 3 of the Sherman Act require a restraint of trade, and Section 2 of the Sherman Act requires an act of monopolization. These requirements, all of which reflect a goal of unfettered competition, do not lend themselves to the protection of interests such as privacy.

The antitrust agencies have likewise explained that antitrust law is only concerned with competitive effects. The 2010 Merger Guidelines state that the only consideration in merger analysis is whether a transaction “may substantially lessen competition.” The words “privacy” and “data protection” do not appear anywhere in the Guidelines. The FTC explicitly rejected calls to consider privacy in competition analysis in Google/DoubleClick and did so implicitly in Facebook/WhatsApp as well.

This judicial and agency restraint rests on firm policy grounds. For one thing, privacy is difficult to quantify compared to traditional antitrust factors like price and output. How would one determine the effect on consumer welfare from a change in a company’s privacy policy or data security practices? This concern is compounded by the variety of concepts of privacy. In addition, consumers have mixed views about the optimum level of privacy. Unlike lower prices, which can be observed and which consumers universally value, the concept of “more” or “better” privacy is not always clear and consumers value privacy in different ways, with some viewing it as a detriment.

In a law enforcement system based on both antitrust and privacy considerations (or other non-competition considerations), there will be frequent tensions between the two modes of analysis. For example, aggregation of personal data from a corporate acquisition might raise concerns about greater privacy intrusions, but the antitrust laws would view this aspect of the
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combination as a potential efficiency due to the potential for lower costs and development of better services. Without a clear standard for how to weigh the competition versus the privacy considerations, the outcome is likely to reflect the personal views of the particular enforcer reviewing the transaction, ultimately leading to less predictability and less consistency in outcomes.

An additional concern is that competition remedies are not well suited to address privacy concerns. As the FTC pointed out in its Google/DoubleClick closing statement, privacy enforcement through merger control may result in uneven privacy restrictions on market participants, which could have an adverse effect on competition. In particular, firms that are able to collect significant amounts of personal data unilaterally would have a competitive advantage against firms that seek to obtain similar data sets through acquisition. This might advantage large, vertically integrated incumbents against smaller rivals and new entrants.

Finally, it is unclear what shortcoming of consumer protection enforcement exists that would justify the need for expanding antitrust’s reach. The FTC and state attorneys general have a long history of protecting consumer privacy through their consumer protection authority, and the Consumer Financial Protection Bureau has joined these efforts in the financial sector. These enforcers, supplemented by appropriate private enforcement, already have the necessary tools to address concerns about consumer harm from mistreatment of personal data.

III. IS PRIVACY A FORM OF NON-PRICE COMPETITION COGNIZABLE BY THE ANTITRUST LAWS?

In most industries, firms compete to sell their goods or services on the basis of price, features, and distribution, among other dimensions. In some markets, these other dimensions include competition on the basis of their privacy or data security protections. A company may seek to gain users by advertising that it collects no personal information or that it encrypts communications with its users, for example. In theory, a merger between firms that are close competitors on the basis of their privacy protections could lead to anticompetitive effects, in much the same way that a merger between two firms that are close competitors on the basis of their product features could lead to anticompetitive effects.

In recognition of this, the antitrust agencies consider the potential loss of privacy competition in the course of their merger reviews. In the Google/DoubleClick investigation, the FTC considered whether the “transaction could adversely affect non-price attributes of competition, such as consumer privacy.” Several FTC officials have recently stated that the agency is paying attention to privacy competition in merger investigations. In addition, the 2010 Merger Guidelines place greater emphasis on the role of non-price competition.

Despite what appears to be a widespread recognition that privacy can be a form of non-price competition cognizable under the Merger Guidelines, there does not appear to be any
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generally accepted means of assessing which transactions will lead to anticompetitive effects due to a loss of privacy competition. This may be due in part to the lack of empirical evidence indicating that a larger firm would treat consumer privacy less favorably than a smaller firm. There is at least some (admittedly mixed) empirical evidence suggesting that higher concentration levels are correlated with higher prices. However, neither economic theory nor empirical evidence suggests a consistent relationship between industry concentration and the degree of privacy protection offered (or even product quality generally).  

To the extent there is a link between concentration and privacy, it may well be a positive relationship, i.e., larger firms may tend to protect privacy better than smaller firms. A firm that reduced its privacy protections to collect more data would be marginally adding to its costs for the purpose of delivering a better product—hardly the type of conduct we would expect from a firm with substantial market power. In addition, larger firms are under greater scrutiny by the press, consumers, and regulators. Data breaches, changes in privacy policies, and enforcement actions against larger firms are widely reported in the press. In addition, larger firms have more resources to devote to data security and privacy.

Nevertheless, one could apply a standard Merger Guidelines unilateral effects analysis to evaluate the loss of privacy protection from a proposed merger or acquisition. Under this approach, potential concerns may arise when each of the following elements are met in addition to satisfying the standard structural case:

- The merging firms are significant rivals due to their competition on privacy;
- A large share of customers regard the merging parties as offering the best products as a result of their approaches to privacy; and
- Rivals must be unlikely to revise their approach to privacy to better compete with the merged firm (i.e., no repositioning).

As part of the assessment of competitive effects, the reviewer would also consider other standard Merger Guideline factors such as entry, efficiencies, and the failing firm defense. A benefit to this approach is that there is no need to quantify the strength of a company’s privacy offerings or determine the “optimum” level of privacy for consumers in the industry or even any particular segment of consumers. All that matters is that a substantial number of consumers view the merging parties as offering the best services specifically because of their privacy policies. When these conditions hold, the merged company will be able to successfully exercise market power because few of its customers will defect to other suppliers.
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Another benefit to this approach is that it will not condemn any transactions beyond the standard unilateral effects test in the Merger Guidelines. By employing a similar approach as Section 6.1 of the Merger Guidelines, the three-part test allows a reviewer to isolate the source of the unilateral effects as coming from privacy competition, as opposed to some other form of competition (e.g., product features, quality). The risk of Type 1 error, which is likely to be high when dealing with an abstract concept such as privacy competition, should accordingly be minimized.

One takeaway from this test is that even in a market where firms compete on the basis of privacy, unilateral effects are unlikely unless the merger is between two firms with strong privacy protections. Transactions such as Facebook/WhatsApp—where the concern was that Facebook might revise WhatsApp’s more consumer-friendly privacy policy and apply Facebook’s policy—are the least likely to raise unilateral effects concerns regarding loss of privacy competition. Instead, a merger between firms that both offer greater privacy protections than other market participants is far more likely to lead to anticompetitive privacy effects.

For example, assume Firms A, B, C, and D are competing social networks and that consumers select their provider based on a number of considerations. For some consumers, the decision of which provider to use is driven largely by the providers’ privacy protections. Firms A and B offer relatively limited privacy protections, while Firms C and D offer greater privacy protections. As a result, Firms C and D attract many of their users due to their favorable privacy policies. This is illustrated in Figure 1.

![Figure 1](image)

If Firm A were to acquire Firm C, it is unlikely that Firm A would revise Firm C’s approach to privacy to be less consumer friendly. If it did, many of Firm C’s users would switch to Firm D, making the privacy change unprofitable.
In contrast, if Firms C and D were to merge, they could revise either or both of their approaches to privacy to be less consumer-friendly while losing little overall business. So long as Firms C and D continue to offer better privacy protections than Firms A and B, few customers of Firms C and D will defect and a reduction in privacy will be profitable.

Notice that the strength of these results depends on how many of Firm C and D’s customers selected those firms based on their privacy policies. The less significant the role of privacy in consumers’ choice of providers, the less significant are the unilateral effects from a merger between Firms C and D because more users of C and D will be willing to switch to A or B.

Likewise, these results also depend on Firms C and D offering significantly better privacy protections than most other industry participants. If all four firms offered comparable privacy protections, many users of C and D’s services would switch to A or B, making a diminution of privacy unprofitable.

In other words, unilateral privacy effects are only likely to arise where privacy is an important element of competition and the merger is between two firms that offer stronger privacy protections than most other rivals. These are necessary, but not sufficient, conditions for unilateral effects to arise. As noted above, a merger that satisfied the three-part test would pose no problems if there were de novo entry, significant merger-specific efficiencies, or other successful defenses.

Another, potentially counterintuitive takeaway is that the injury to consumers from a loss of privacy competition is not necessarily less privacy. To be sure, a company acquiring a close competitor on the basis of privacy could exercise its newfound market power by reducing its privacy protections. But far more likely, it would simply increase prices or, in a market with zero prices, reduce investment in its services. According to FTC guidance, companies must take certain potentially unattractive steps before weakening their privacy policies, whereas a price increase or reduction in investment could be implemented immediately and with no specific regulatory oversight.

In sum, privacy as an element of competition will be a relevant consideration in very few merger reviews, which may explain why no case has been brought along these lines. For the rare merger that presents a genuine risk of loss of privacy competition, the most likely harm to consumers would be fairly ordinary: higher prices or lower quality of services, not diminished privacy protections.
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